Mozliwo$¢ dofinansowania

Certyfikowany kurs CISCO CCNA 7.0 PL 6 400,00 PLN brutto
(ZDALNY) 6 400,00 PLN netto
nLTERn\I'acljg Numer ustugi 2025/12/23/165599/3228797 45,71 PLN brutto/h

45,71 PLN netto/h

Fundacja © zdalna w czasie rzeczywistym

ALTERnacja & Ustuga szkoleniowa

Kk KKKk 46/5 (O 140h
78 ocen B 02.03.2026 do 25.06.2026

Informacje podstawowe

Kategoria Informatyka i telekomunikacja / Administracja IT i systemy komputerowe

Kierunek - Rozwdj, Regionalny Fundusz Szkoleniowy Il, Nowy start w
Identyfikatory projektow Matopolsce z EURESEM, Zachodniopomorskie Bony Szkoleniowe,
Matopolski Pocigg do kariery

Szkolenie przeznaczone jest dla 0séb fizycznych lub pracownikéw ktérzy
chcieliby poszerzy¢ i uporzadkowaé¢ wiedze i umiejetnosci dotyczace sieci
komputerowych / teleinformatycznych, wykorzystywanych jako
infrastruktura komunikacyjna kazdego biznesu. W szczegélnosci dla
0séb:

e pracujacych w dziatach technicznych, nadzorujgcych sieci w firmie

e zdziatéw IT zarzadzajgcych wtasng lub powierzong infrastruktura
teleinformatyczng

« pracujgcych na stanowiskach informatyka w MSP

¢ nowo zatrudnionych (junioréw) pragngcych zdobyé nowe kompetencje
i wiedze o dziataniu sieci komputerowych oraz komunikacji przez
Internet

e chcacych uzupetni¢ wiedze i kwalifikacje z zakresu sieci
korporacyjnych, kampusowych i Internetu

¢ pracujacych jako podwykonawcy, zarzgdzajgcym sieciami telekom.

e ktdrzy chcieliby przebranzowi¢ sie wewnatrz firmy na stanowiska IT

Grupa docelowa ustugi

Ustuga adresowana réwniez do Uczestnikow projektu Kierunek - Rozwdj

Ustuga rozwojowa adresowana réwniez dla Uczestnikéw projektu
Zachodniopomorskie Bony Szkoleniowe

Minimalna liczba uczestnikow 5

Maksymalna liczba uczestnikow 30

Data zakornczenia rekrutacji 27-02-2026



Forma prowadzenia ustugi

Liczba godzin ustugi

Podstawa uzyskania wpisu do BUR

Cel

Cel edukacyjny

Ustuga ,Certyfikowany kurs Cisco CCNA 7.0 PL' przygotowuje uczestnika do podjecia pracy i samodzielnej realizacji

zdalna w czasie rzeczywistym

140

Certyfikat ICVC - SURE (Standard Ustug Rozwojowych w Edukacji): Norma

zarzadzania jakos$cig w zakresie $wiadczenia ustug rozwojowych

zadan inzyniera sieciowego lub operatora sieci w firmie MSP jak i korporacii.
Absolwent certyfikowanego kursu Cisco CCNA ma wiedze dot. podstawowych protokotéw sieciowych, potrafi

projektowac adresacje dla sieci przedsiebiorstwa, potrafi samodzielnie konfigurowaé przetgczniki oraz routery firmy

Cisco, rozumie podstawowe zagrozenia bezpieczenstwa sieci/informacji, pracuje w zespole.

Efekty uczenia sie oraz kryteria weryfikacji ich osiggniecia i Metody walidacji

Efekty uczenia sie

Konfiguruje przetaczniki i urzadzenia
koricowe w celu zapewnienia dostepu
do lokalnych i zdalnych zasobow
sieciowych.

Rozréznia protokoty fizyczne i warstwy

tacza danych w tym Ethernet.

Planuje routing miedzy sieciami VLAN
na urzadzeniach warstwy 3.

Charakteryzuje metody uzyskania

nadmiarowosci sieci przetgczanej przy

uzyciu protokotu STP i EtherChannel.

Planuje adresacje dla matej i Sredniej
sieci dla IPv4 i IPv6.

Uzasadnia potrzebe wdrazania
najlepszych praktyk w zakresie
bezpieczeristwa warstwy 2.

Projektuje routing statyczny w sieci.

Konfiguruje jednoobszarowy protokét
OSPFv2 zaréwno w sieciach punkt-
punkt, jak i wielodostepowych.

Kryteria weryfikacji

Definiuje liste komend konfigurujaca
wskazane protokoty.

Rozréznia protokoty warstwy fizycznej i
tacza danych.

Uzasadnia potrzebe wdrazania routingu
miedzy sieciami VLAN.

Monitoruje dziatanie protokotéw LACP i
PAgP.

Definiuje podsieci o zmiennej dtugosci
maski.

Planuje ochrong sieci w warstwie L2.

Nadzoruje proces routingu w sieci.

Definiuje adresy rozgtaszanych w OSPF.

Metoda walidacji

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie

Test teoretyczny z wynikiem
generowanym automatycznie



Efekty uczenia sie Kryteria weryfikacji Metoda walidacji

Planuje standardowe listy kontroli

dostepu IPv4 do filtrowania ruchu i Monitoruje dziatanie list kontroli Test teoretyczny z wynikiem
bezpiecznego dostepu dostepu ACL. generowanym automatycznie
administracyjnego.

Definiuje ustugi NAT na routerze Monitoruje zamiane adreséw IP w .

o, . Test teoretyczny z wynikiem
brzegowym, aby zapewnié pakietach przechodzacych przez router ; ; .
skalowalno$¢ adreséw IPv4. z NAT. generowanym atfomatycznie

Ocena wspétdziatania uczestnikow -
Test teoretyczny z wynikiem

celem konfiguracji ztozonych topologii .
generowanym automatycznie

Kompetencje spoteczne: wspétdziatanie siect.

w zespole.
Ocena sposobu rozwigzywania Obserwacja w warunkach
probleméw, podziatu zadan w zespole. symulowanych

Ocena ryzyka btednej konfiguracji
urzadzen skutkujgca podatnoscia na
cyberatak.

Obserwacja w warunkach
symulowanych

Kompetencje spoteczne: podstawa
bezpieczenstwa w sieci

Kwalifikacje

Inne kwalifikacje

Uznane kwalifikacje

Pytanie 5. Czy dokument jest certyfikatem, dla ktérego wypracowano system walidacji i certyfikowania efektéow uczenia
sie na poziomie miedzynarodowym?

TAK

Informacje
Podstawa prawna dla Podmiotéw / kategorii uprawnione do realizacji proceséw walidaciji i certyfikowania na mocy
Podmiotow innych przepiséw prawa

Fundacja ALTERnacja - Lokalna Akademia Cisco ID 20043915, jest

Nazwa Podmiotu prowadzacego walidacje ]
zarejestrowana w BUR.

Cisco Networking Academy, ktorej cztonkiem jest Fundacja ALTERnacja

Nazwa Podmiotu certyfikujacego
yfikujaceg (Lokalna Akademia Cisco ID 20043915) - zarejestrowana w BUR.



Program

Kurs Cisco CCNA 7.0 jest najbardziej rozpoznawalnym kursem sieciowym na $wiecie, dostepny jest od 20 lat. Wraz z rozwojem
technologii sieciowych, program kursu zostat istotnie dostosowany do biezagcych wymagan firm i korporaciji, korzystajacych ze
wspoétczesnych rozwigzan sieciowych. Zawarto$¢ merytoryczna kolejnych modutéw zostat tak dobrany, aby uczestnik szkolenia
zapoznawat sie kolejno i stopniowo z protokotami i mechanizmami sieciowymi. Nie ma zatem wymogu posiadania wstepnej wiedzy

technicznej z obszaru sieci.

Kurs CCNA sktada sie z 3 modutow:

1.
2.
3.

Wstep do Sieci (ITN - Introduction to Networks),

Routing, Przetgczanie oraz Sieci Bezprzewodowe (RSWE - Switching, Routing, and Wireless Essentials,
Sieci Korporacyjne, Bezpieczenstwo i Automatyzacja (ENSA - Enterprise Networking, Security, and Automation.

Introduction to Networks - szczegétowe tematy modutu 1:

0 NOoO oA WN =

O

10.
11.
12.
13.
14.
15.
16.
17.

. Komunikacja sieciowa dzisiaj

. Podstawy konfiguracji przetgcznika i urzadzenia koricowego
. Protokoty i modele

. Warstwa fizyczna

. Systemy liczbowe

. Warstwa tacza danych

. Przetaczanie w sieciach Ethernet

. Warstwa sieci

. Odwzorowanie adreséw

Podstawowa konfiguracja routera
Adresowanie IPv4

Adresacja IPv6

ICMP

Warstwa transportowa

Warstwa aplikacji

Podstawy bezpieczenstwa sieci
Budowanie matej sieci

https://www.netacad.com/courses/networking/ccna-introduction-networks

Switching, Routing, and Wireless Essentials - szczeg6towe tematy modutu 2:

© NG A WN 2

Ne)

10.
11.
12.
13.
14.
15.
16.

. Podstawowa konfiguracja urzadzen sieciowych
. Koncepcja przetgczania ramek Ethernet

Wirtualne sieci VLAN

. Routing miedzy VLAN-ami

. Koncepcja protokotu STP - drzewa rozpinajgcego

. Agregacja tagczy - EtherChannel

. Protokoty automatycznego przyznawania adreséw DHCPv4
. Mechanizm autokonfiguracji SLAAC i DHCPv6

. Nadmiarowos¢ bramy domysinej - FHRP

Koncepcje zabezpieczania sieci LAN

Zabezpieczenie przetacznikéw Ethernetowych, Energy-Efficient Ethernet, IEEE 802.3az
Sieci bezprzewodowe WLAN

Konfiguracja sieci WLAN

Istota procesu kierowania pakietéw - routing

Konfiguracja tras statycznych

Rozwigzywanie probleméw z trasg domysing i trasami statycznymi

https://www.netacad.com/courses/networking/ccna-switching-routing-wireless-essentials

Enterprise Networking, Security, and Automation - szczegétowe tematy modutu 3:

1.
2.
3.
4.

Koncepcja jednoobszarowego protokotu OSPFv2
Konfiguracja protokotu OSPFv2

Podstawy bezpieczenstwa sieci, loT

Koncepcija list kontroli dostepu ACL



. Konfiguracja list ACL dla IPv4
. Translacja adreséw NAT
. Koncepcja sieci WAN
. Istota dziatania sieci VPN
9. Jakos¢ ustug IP QoS
10. Zarzadzanie sieciami
11. Projektowanie sieci
12. Rozwigzywanie problemdéw sieciowych
13. Wirtualizacja sieci
14. Automatyzacja w sieciach

0 N o o

https://www.netacad.com/courses/networking/ccna-enterprise-networking-security-automation
W trakcie kazdego z modutéw przewidziane s zréznicowane formy metodyczne:

e prezentacja / prelekcja,
e prezentacja z elementami symulacji wykonywanych przez certyfikowanego trenera,
e symulacja wykonywana przez kursanta pod nadzorem trenera,

Po zrealizowaniu kazdego z modutéw przewidziany jest egzamin finatowy, przeprowadzany przez kwalifikowanego
instruktora/egzaminatora Cisco. Walidacja wiedzy i umiejetnosci odbywa¢ sie bedzie na platformie Cisco NetAcad, przeznaczonej do
obstugi certyfikowanych kurséw. Po zdaniu kazdego z egzaminéw, uczestnik otrzyma Certyfikat Cisco ukoriczenia danego modutu kursu
CCNA. Dokument ten poswiadcza konkretne kompetencje dlatego jest akceptowany przez pracodawcéw z catego Swiata.

Forma kurs:

Szkolenie trwaé bedzie 140 godzin lekcyjnych, bedzie realizowana zdalnie w czasie rzeczywistym z udziatem certyfikowanego trenera
Cisco, na platformie Webex. Sposdb realizacji zaje¢ zostata oznaczony w harmonogramie, jako litera na koricu tematu wedtug zasady:

W - wyktad na zywo

R - rozmowa z uczestnikami / interakcja

C - realizacja ¢wiczenia pod nadzorem wyktadowcy, np. poprzez wspétdzielenie ekranu, symulacje w Packet Tracer.

E - egzamin, realizowany indywidualnie przez uczestnika na platformie www.netacad.com pod nadzorem egzaminatora.

Warunki organizacyjne dla przeprowadzenia szkolenia:

» Jako godzine szkolenia przyjmuje sie 45 minut.
e Harmonogram ustugi zawiera jedynie godziny szkoleniowe. Przerwy nie sg wliczone w czas ustugi rozwojowe;j.

e Walidacja bedzie realizowana na ostatnich zajeciach w postaci egzaminu teoretycznego wedtug miedzynarodowych standardéw
szkolenia CCNA 7.0.

e Optata za ustuge pokrywa wszystkie koszty, w tym: walidacje, egzaminy podstawowy i poprawkowy oraz wydanie certyfikatéw
ukonczenia kazdego z semestréw certyfikowanego kursu.

Szkolenie adresowane jest dla oséb fizycznych lub pracownikéw firm. Zasadniczym celem certyfikowanego kursu Cisco CCNA jest:

¢ dostarczenie kluczowej wiedzy i umiejetnosci z obszaru sieciowego IT,

¢ usystematyzowanie wiedzy wczesniej nabytej np. podczas studidw,

* dostarczenie praktycznych umiejetno$ci projektowania i wdrazania nowoczesnych sieci w MSP oraz korporacjach,
¢ dostarczenie umiejetnosci realizacji nadzoru nad istniejgcymi sieciami oraz eliminacja awarii.

Transformacja cyfrowa / zielone kompetencije

Szkolenie Cisco CCNA wpisuje sie w koncepcje zielonych kompetencji poniewaz nowoczesne technologie komunikacyjne sg rdzeniem
transformaciji cyfrowej, niezbednej do faktyczne realizacji czystych oraz niskoemisyjnych technologii. Technologie komunikacyjne kursu
CCNA umozliwiajg firmom TRANSFORMACJE CYFROWA, ktéra wprost pozwoli:

e skrocic¢ czas realizacji proceséw,

¢ na zarzadzanie informacja,

e zdobywac klientow online,

e wprowadzaé nowe produkty i ustugi szybciej i taniej,

e zautomatyzowac i przyspieszyé¢ procesy w firmie,

e uzyskac¢ przewage konkurencyjng w stosunku do innych firm,
¢ tatwiej wspdtpracowac z dostawcami, klientami, partnerami



e sprawng obstuge klientow

e zajmowac¢ mniej powierzchni magazynowej, szaf i dokumentow
¢ |epiej chroni¢ firmowe dane (CyberSecurity),

 obnizy¢ energochtonno$¢ komunikacji (GreenEthernet / Energy-Efficient Ethernet, IEEE 802.3az)

Nabyte przez uczestnikdw szkolenia kompetencje cyfrowe wpisuja sie w Europejska Rama Kompetencji Cyfrowych dla Obywateli
(DigComp 2.2), w szczegdlnosci:

Obszar 2: Komunikacja i wspétpraca (2.1, 2.6)

Obszar 3: Programowanie (3.4)

Obszar 4: Bezpieczenstwo (4.1 / 4.4)

Obszar 5: Rozwigzywanie probleméw (5.1 / 5.3)

Harmonogram

Liczba przedmiotow/zajeé: 70

Przedmiot / temat
zajec

Wstep do

kursu CCNA
(WRC)

Podstawy
konfiguraciji

przetacznika
(WRC)

Protokoty i
modele (WRC)

Warstwa
fizyczna (WRC)

Systemy

liczbowe (WRC)

Warstwa

tacza danych
(WRC)

Przetgczanie w
sieciach Ethernet
cz.1 (WRC)

Warstwa

sieciowa (WRC)

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji
zajeé

02-03-2026

02-03-2026

02-03-2026

09-03-2026

09-03-2026

09-03-2026

12-03-2026

12-03-2026

Godzina
rozpoczecia

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

Godzina
zakonczenia

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Przedmiot / temat
zajec

Protokét

ARP (WRC)

Podstawy

konfiguraciji
routera (WRC)

Adresowanie
IPv4 cz.1 (WRC)

Protokét

IPv6 cz.1 (WRC)

Protokot

ICMP (WRC)

Warstwa

transportowa
cz.1 (WRC)

Warstwa

aplikacji cz.1
(WRC)

Podstawy

bezpieczenstwa
sieci (WRC)

Budowanie matej
sieci cz.1 (WRC)

Budowanie matej
sieci cz.2 (WRC)

FINAL

EXAM SEM1 (E)

Practice

Practice

Wirtualne

sieci VLAN
(WRC)

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji
zajeé

12-03-2026

16-03-2026

16-03-2026

16-03-2026

23-03-2026

23-03-2026

23-03-2026

26-03-2026

26-03-2026

26-03-2026

30-03-2026

30-03-2026

30-03-2026

09-04-2026

Godzina
rozpoczecia

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

Godzina
zakonczenia

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Przedmiot / temat
zajec

Routing

miedzy VLAN-
ami cz.1 (WRC)

Routing

miedzy VLAN-
ami cz.2 (WRC)

Koncepcja

protokotu STP
cz.1 (WRC)

Agregacja
faczy -
EtherChannel
(WRC)

Protokot

DHCP (WRC)

Protokot

SLAAC i DHCPV6
(WRC)

Protokot

DHCPv6 (WRC)

Protokoty

FHRP (WRC)

Koncepcje

zabezpieczenia
LAN (WRC)

Zabezpieczanie
przetacznikéow
LAN (WRC)

Zabezpieczanie
przetacznikéw
LAN (WRC)

Sieci
bezprzewodowe
WLAN cz.1
(WRC)

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji

zajeé

09-04-2026

09-04-2026

13-04-2026

13-04-2026

13-04-2026

16-04-2026

16-04-2026

16-04-2026

20-04-2026

20-04-2026

20-04-2026

23-04-2026

Godzina
rozpoczecia

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

Godzina
zakonczenia

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Przedmiot / temat
zajec

D i

bezprzewodowe
WLAN cz.2
(WRC)

Konfiguracja
sieci WLAN
(WRC)

Kierowania
pakietéw IP
(WRC)

Routing

statyczny (WRC)

Routing

statyczny (WRC)

FINAL

EXAM SEM2 (E)

Practice

Konfiguracja
protokotu OSPF
cz.1 (WR)

Konfiguracja
protokotu OSPF
cz.2 (WR)

Konfiguracja
protokotu OSPF
cz.3 (RC)

Konfiguracja
protokotu OSPF
cz.3 (RC)

Zabezpieczenie
sieci (WRC)

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek

Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji
zajeé

23-04-2026

23-04-2026

27-04-2026

27-04-2026

27-04-2026

04-05-2026

04-05-2026

04-05-2026

07-05-2026

07-05-2026

07-05-2026

11-05-2026

Godzina
rozpoczecia

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

Godzina
zakonczenia

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Przedmiot / temat
zajec

Koncepcja

list ACL (WRC)

Standardowe i
rozszerzone listy
ACL (WRC)

Standardowe i
rozszerozne listy
ACL (WRC)

€ Lisy

kontroli dostepu
ACL cz.1 (WRC)

GED s

kontroli dostepu
ACL cz.2 (RC)

€ Ly

kontroli dostepu
ACL cz.3 (RC)

Mechanizm NAT
cz1.(WC)

Mechanizm NAT
cz2.(RC)

Mechanizm NAT
cz3.(RC)

Mechanizm NAT
(WRC)

Mechanizm NAT
(WRC)

Sieci WAN

(WRC)

Koncepcja

VPN cz.1 (WR)

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji
zajeé

11-05-2026

11-05-2026

18-05-2026

18-05-2026

18-05-2026

21-05-2026

21-05-2026

21-05-2026

25-05-2026

25-05-2026

25-05-2026

08-06-2026

08-06-2026

Godzina
rozpoczecia

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

Godzina
zakonczenia

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Przedmiot / temat
zajec

Koncepcja

VPN cz.2 (WR)

Jako$é

ustug w sieci
QoS (WRC)

Zarzadzanie
sieciami cz.1
(WRC)

Projektowanie
sieci (WRC)

Rozwigzywanie
probleméw
sieciowych cz.1
(WRC)

Wirtualizacja w
sieci (WRC)

Automatyzacja w
sieci (WRC)

Practice

Practice

Practice

FINAL

EXAM sem.3 (E)
WALIDACJA
USLUGI

Cennik

Cennik

Prowadzacy

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Jacek
Makarewicz

Data realizacji
zajeé

08-06-2026

11-06-2026

11-06-2026

11-06-2026

15-06-2026

15-06-2026

15-06-2026

22-06-2026

22-06-2026

22-06-2026

25-06-2026

Godzina
rozpoczecia

20:00

16:30

18:15

20:00

16:30

18:15

20:00

16:30

18:15

20:00

20:00

Godzina
zakonczenia

21:30

18:00

19:45

21:30

18:00

19:45

21:30

18:00

19:45

21:30

21:30

Liczba godzin

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30

01:30



Rodzaj ceny Cena

Koszt przypadajacy na 1 uczestnika brutto 6 400,00 PLN
Koszt przypadajacy na 1 uczestnika netto 6 400,00 PLN
Koszt osobogodziny brutto 45,71 PLN
Koszt osobogodziny netto 45,71 PLN

W tym koszt walidacji brutto 100,00 PLN
W tym koszt walidacji netto 100,00 PLN
W tym koszt certyfikowania brutto 200,00 PLN
W tym koszt certyfikowania netto 200,00 PLN

Prowadzacy

Liczba prowadzacych: 1

1z1

o Jacek Makarewicz

‘ ' Trener Cisco od 12 lat, przeprowadzit 8 kurséw CCNA i 4 kursy Network Security. Posiada Certyfikaty
CCNA, DevOps. Doswiadczenie zawodowe w branzy administracji sieciami 15 lat, pracuje na
stanowisku administratora do dnia dzisiejszego. Doswiadczenia zawodowe zostato zdobyte nie
wczesniegj niz 5 lat przed datg publikacji ustugi w BUR na stanowisku administratora sieci. Aktywny
instruktor Cisco.

Informacje dodatkowe

Informacje o materiatach dla uczestnikow ustugi

Kazdy uczestnik szkolenia otrzyma:

¢ dostep do platformy Webex, zintegrowanej z netacad.com do realizacji zaje¢ zdalnych,

¢ dostep do wtasnej platformy Fundacji ALTERnacja celem pobierania zadan symulacyjnych

¢ imienna licencje na oprogramowanie symulacyjne Packet Tracer, wykorzystywang do symulaciji sieci,
¢ dodatkowe, autorskie materiaty edukacyjne, wykraczajace poza ramy szkolenia CCNA.

Warunki uczestnictwa

Szkolenie przeznaczona dla uczestnikéw z dowolnego programu dofinansowania:



Opolskie stawia na rozwoj

Matopolski pocigg do kariery - sezon 1
Zainwestuj w siebie!

Bon na szkolenie w subregionie suwalskim
Bon na szkolenie w subregionie ftomzynskim

PROFESJONALNE KADRY PODLASIA - wsparcie rozwoju kwalifikacji mieszkafncéw subregionu biatostockiego oraz innych projektéw z
terenu Polski.

Dla projektu "Ustugi rozwojowe dla mieszkancéw podregionu leszczynskiego” wymagana jest minimalna frekwencja 80%.

Informacje dodatkowe

Szkolenie zwigzane jest z UMIEJETNOSCIAMI CYFROWYMI na poziomie $rednio zaawansowanym, zwigzane z przesytaniem informaciji
poprzez sie¢ komputerowa / Internet oraz podstawami bezpieczenstwa przesytania informaciji tj. cybersecurity,

Kurs wpisuje sie w zakres przedmiotowy Inteligentnych Specjalizacji Pomorza wg. zat1 uchwaty 591/549/24 Zarzadu Wojewédztwa
Pomorskiego z dnia 21.05.2025. ISP 2 - punkt 2 "Przestrzenie i systemy inteligentne" podpunkt, punkt 4 "Sztuczna Inteligencja oraz
zaawansowane przetwarzanie i cyberbezpieczenstwo danych" podpunkt c.

Link do szkolenia: https://netacad.webex.com/meet/zmudzinski (wymagana akceptacja trenera). W przypadku trudnosci, prosze o
kontakt telefoniczny z trenerem.

Zawarto umowe z WUP w Toruniu w ramach projektu Kierunek — Rozwdj

Zawarto umowe z Wojewodzkim Urzedem Pracy w Szczecinie na $wiadczenie ustug rozwojowych z wykorzystaniem elektronicznych
bondéw szkoleniowych w ramach projektu Zachodniopomorskie Bony Szkoleniowe.

Warunki techniczne

Aby uczestniczy¢ w zajeciach zdalnych kursu Cisco CCNA, uczestnik powinien dysponowaé typowym komputerem stacjonarnym lub
laptopem o minimalnych parametrach:

¢ lacze internetowe dowolnej technologii (takze LTE) o przepustowosci przynajmniej 4 Mbit/s,
e procesor Intel i3 lub rbwnowazny albo lepszy,

e pamieé¢ RAM: 4GB lub wiecej,

¢ wolne miejsce na dysku: przynajmniej 500 MB,

e kamera i mikrofon.

Kontakt

0 Piotr Zmudzinski

ﬁ E-mail piotr@alterncja.pl

Telefon (+48) 695616 100



